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After finalizing the certificate request before a Registration Authority or In Person Verification Office of ANF AC, an eSign device (Token) will 
be received, with your application pending activation. At the same time, you will have received 2 activation passwords: one to the email and 
another by SMS.  

ESign device (token)

Email password

* * * *
SMS password

* * * *

CERTIFICATE MANAGEMENT

1. GETTING YOUR CERTIFICATE READY
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CERTIFICATE MANAGEMENT

1. GETTING YOUR CERTIFICATE READY

Request Activate 
Request To download To export

Once you have activated your request, ANF AC will receive it and proceed to check the documentation. If everything is correct, you will receive 
a confirmation email and your certificate will be issued. This process can take an estimated time of 24 to 48 hours.

Then, you can proceed to perform the download and export processes, from the same program. 

ANF AC check the 
documentation

1 2 3

Follow the steps in this Guide carefully to get your certificate ready.

You can find videos of the entire process on the ANF AC website, Customer Service section. www.anf.es 
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Connect your eSign device to the computer. Inside, you will find the Suite Critical Access 
program. Click on the right button and “Run as administrator”. 

You can obtain the most recent version of Suite Critical Access through our website https://anf.
es/es/inicio in the “catalog” section and download the compressed file. 

Once downloaded, you must unzip the folder on the C disk of your computer and run or open 
the file in .exe, of the application type, located in the folder. 

CERTIFICATE MANAGEMENT

1.1. OPEN SUITE CRITICAL ACCESS 
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To activate the request, in the Suite Critical Access click on >  
Electronic signature > Electronic certificate > Activate 

Later: 

1. Select your eSign device to activate the certificate and the 
request locator to activate. Press activate.

2. You must set a security PIN for each type of certificate, which 
you must re-enter when you download your certificate in the 
following steps. In addition, you must enter a PUK, in case of 
forgetting the PIN. 

3. Your request is already activated, any error or inconvenience 
can be consulted in the list of frequently asked questions on the 
ANF AC website www.anf.es. 

4. Your certificate request is pending validation and issuance. This 
process can take 24 to 48 hours. You can check your certificate 
status as follows:

CERTIFICATE MANAGEMENT

1.2. ACTIVATE THE REQUEST



Page 8

User’s guide  version 2.0SUITE CRITICAL ACCESS®    USER’S GUIDE

1. Go to Electronic signature > Electronic certificate > Consult 

2. Select the corresponding token (where the certificate is located) 
and the certificate. 

To check the validation status of your certificate: 

3. Press the “See validity” button

This way you can know if the certificate is already in our servers.  

CERTIFICATE MANAGEMENT

1.2. ACTIVATE THE REQUEST
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To check the issuance status of your certificate: 

4. If your certificate is issued, the “download” button appears 
in blue letters to the right of the red letters that identify the 
certificate. 

CERTIFICATE MANAGEMENT

1.2. ACTIVATE THE REQUEST
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1. Go to Electronic signature > Electronic certificate > Consult 

2. Select the corresponding token (where the certificate is located) 
and a list of certificates is displayed in the box below.

3. Click on “download” (blue letters to the right of each certificate). 
You must enter the PIN you set in the Activation step. 

CERTIFICATE MANAGEMENT

1.3. DOWNLOAD THE CERTIFICATE



Page 11

User’s guide  version 2.0SUITE CRITICAL ACCESS®    USER’S GUIDE

4. Enter the PIN set at the time of activation of the request. 

CERTIFICATE MANAGEMENT

1.3. DOWNLOAD THE CERTIFICATE
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Finally, to obtain the pfx you must export your certificate: 

Go to Electronic signature > Electronic certificate > Export

1. Select the certificate of origin, (Token e-Sign ANF)

CERTIFICATE MANAGEMENT

1.4. EXPORT THE CERTIFICATE
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2. Select the format to export (PFX)

CERTIFICATE MANAGEMENT

1.4. EXPORT THE CERTIFICATE
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3. Select the certificate you want to export 
4. Press accept

CERTIFICATE MANAGEMENT

1.4. EXPORT THE CERTIFICATE
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5. Select where you want to save the certificate
 (It is recommended to save it on the same eSign Device).
 

CERTIFICATE MANAGEMENT

1.4. EXPORT THE CERTIFICATE
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6. Press “Select folder”

Once exported, you will find the PFX file where you exported it. 
This is your certificate, you must install it in the browser. You can 
check the steps to install your certificate on the ANF AC website 
www.anf.es.

CERTIFICATE MANAGEMENT

1.4. EXPORT THE CERTIFICATE
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1. Go to Electronic signature > Electronic certificate > Change PIN

2. Select the token and certificate. 

3. Press change PIN.
 
4. Enter the old PIN and the new PIN. 

 

2. CHANGE THE CERTIFICATE PIN



Page 18

User’s guide  version 2.0SUITE CRITICAL ACCESS®    USER’S GUIDE

Your certificate is valid for 2 years. 30 days before the expiration 
date you will receive an email notifying you of the next expiration 
and with the option to renew your certificate for 2 more years, 
without the need to carry out the identification procedure.
However, you can also renew your certificate directly from Suite 
Critical Access, from 30 days before the expiration date:

1. Go to Electronic signature > Electronic certificate > Renew 

2. Select the token where the certificate to be renewed is located 

3. Select the certificate you wish to renew and press the “renew” 
button

4. Ready, your certificate is already renewed and you can 
download it within 24 to 40 hours. You can find out how to 
download and export your certificate in the “Download” and 
“Export” section.

 

3. RENEWAL OF THE CERTIFICATE
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To sign a document

1. Go to Electronic signature > Document Signing
2. Select the document to be signed and press accept 

 

4. ELECTRONIC SIGNATURE
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1. Go to Electronic signature > Verify 

2. Select the options “Validation document in XML format” and  
“Attach signature document”

3. Select the document and press the “Verify” button 

 

5. VERIFY THE SIGNATURE OF A DOCUMENT
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You can request the revocation of your certificate from the 
“Revoke” section.

 

6. REVOCATION OF THE CERTIFICATE
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1. Go to Electronic signature > Electronic certificate > Consult 

2. Select the corresponding token (where the certificate is located) 
and the certificate 

7. SEE THE LOCATOR AND OTHER CERTIFICATE DATA
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3. Press the “View details” button

7. SEE THE LOCATOR AND OTHER CERTIFICATE DATA
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Our clients will be able to obtain the most recent version of Suite 
Critical Access through our website https://anf.es/es/ start in the 
“Catalog” section. 

Whenever this application is to be used, it is necessary to verify 
in this section that the latest version of Suite Critical Access is 
available. 

8. SUITE CRITICAL ACCESS UPDATE
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